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Industry trends reshaping our economy

New - New Technology Multiple
. Networks Business Models B~ Advances Clouds
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Cisco’s Supply Chain

Global. Complex. Diverse.

HS IR ARR R

300

Catalyst 9

Countries

25+

Locations

Mass production
to highly

' Strategic Logistics Centers configured

30,000+ 20,000+ 1M+ 80M+ 700+ 62,000

orderable items virtual teams orders annually  items shipped annually active suppliers components
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Industry Recognition
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Cisco’s Digitalization Journey

Foundation Data Analytics Orchestration
Collaboration, Real-time Visibility Machine Learning, Automated
loT, Mobility, Big Predictive & Decision Making, End to End
ERP & PDM Systems Upgrade Data, Cloud Prescriptive Analytics Process Digitization, Blockchain
Systems & Processes Data & Analytics Digitization &
Foundation Foundation Orchestration

Digital Supply Chain

Growth & Value. Visibility. Simplification. Automation.




Cisco Supply Chain Operations

Complex. Global. Diverse. EXPANDING....
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Tier 2 Component Channel R
i Suppliers everse
Suppliers Partners Logistics
N
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LEAKAGE & THEFT

Finished Origin &

Goods Destination
Build Site SLC

CUSTOMS CLEARING

SOURCING & APPROVING SUPPLIERS

REAL TIME VISIBILITY __
PLANNING QUALITY ISSUE ISOLATION LOGISTICS | SOFTWARE LICENSE

AUTHENTICATION

RECONCILIATION & OVER COVERAGE
INVOICE PAYMENTS
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Supply Chain Challenges

Key challenges in supply chain

Counterfeit products

Over-delivery of software
and service entitlements

Gaps/inaccuracy in data
impacting SC operations

Logistics and customs
improvements

o Creates trusted record of product genealogy auditable by end
customers

o Provides real-time updates on transfer of ownership and custody

o Shared ownership of data and selective transparency to drive
accountability and encourage participants to share data

o Use digital tokens on blockchain as software activation keys
o Digital tokens cannot be duplicated and provide proof of ownership
tied to a unique customer identity

o All data written to a blockchain is validated by multiple entities
through multiple proof points, ensuring the validity and accuracy of all
data

o Parent-child data structure allows immediate traceability into product
genealogy and other attributes recorded on the blockchain

o Single version of the truth eliminates need for reconciliation and allows
automation of business processes through smart contracts

o Contracts are guaranteed to execute impartially when pre-defined
conditions are met and validated through consensus



Counterfeiting and Gray Market

Semiconductor and electronics industry losses

o . —‘-f'_“'
Estimated impact of Estimated fraction of Global anti-counterfeit
counterfeiting on US electronics components packaging market for

semiconductor diverted through gray electronics/automobile
manufacturers? market parts?

e
CiIsco

Source: Semiconductor Industry Association, 2016; MBTMAG, 2015; World Anti-Counterfeit Electronics and Automobiles Packaging Market - Opportunities and Forecasts, 2014 — . . - . . . .
2020, Sep 2015, Allied Analytics LLP; Alliance for Gray Market and Counterfeit Abatement (AGMA) and KPMG, 2016 © 2018 Cisco and/or its affiliates. All rights reserved. Cisco Confidential



Counterfeited optical transceiver modules

SFP-10G-SR SFP-10G-LR | GLC-LH-SMD GLC-SX-MMD GLC-T
$995 list price $3995 list price =~ $995 list price $500 list price $395 list price




Data Feeds

Module-CM Supermark
et

End customer /DisTi
XML Auto invoice OEM B2B Message invoiced

From BP OEM From 3C7 Message Packout
Tables Message
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B2B Message

(Sales e From 3A4
order

Message




~ive Focus Areas for Cisco

To Enable Circular Advantage

Circular Circular

Operations Design

Reduce or provide Design for HW

renewable and circularity, repair
recovered inputs and reuse and
in operations and use recycled and

extend to suppliers ‘closed loop’
material inputs

LEVEL 1: (Direct)

Circular
Consumption

Cycle refurb

product for multiple
uses, leverage
partners and
deploy as-a-
service models

LEVEL 2: (Direct/Indirect)
Enable CE with our Customers

Circular
Solutions

Shape and

pioneer solutions
and services to
enable CE value
creation for
customers

Ecosystem
Leadership

Advance CE
through industry
Innovation,
collaboration and
public policy

LEVEL 3: (Indirect)
Advance the CE

Achieve CE within Cisco

© 2018 Cisco and/or its affiliates. All rights reserved. Cisco Confidential

Ecosystem



Supply Chain journey from Digitization to Orchestration

Xtrace

Connecting supply chain participants
to build an accurate data foundation to
enable Digitization

DIGITIZATION
we N Development . Supply &
Supply Chain Demand
Analytics
T | Fulfilment () c“h;“&
< | Quality {  Sustainability

Data Foundation

3% Manufacturing /) :m‘“"“

Xtrace

Real-time updates across participants
to enable E2E visibility and smart

contracts to automate decisions Xtrace

Event triggers based on single version
of the truth to enable end to end
supply chain orchestration

ORCHESTRATION

Ofchestration

Automated Decision
Making
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CISCO

Stronger
Security

Cut Costs

Blockchalin In
supply chain

Reduce
Risks

Improve
Profitability

A world of
possiblilities.

Increase
Efficiency

OUTCOMES
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Thank You




Key Conce pt AreaS Hardware O Software

Finished Origin &
Goods Destination
Build Site SLC

Channel Component Reverse
Partners Supplier Logistics

Track and trace for quality issues isolation

Track and trace for supply planning

Supplier management Customs clearance

Track and trace for logistics -orders, shipping & invoices

HARDWARE
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